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WHAT THIS INFORMATION IS ABOUT 

 

The purpose of this Prospectus is to set out the data protection and management principles applied by 

LIONS PRODUCTION KFT (Data Controller) and the company's data protection and management policy, 

which the company, as the Data Controller, recognizes as binding on itself. 

The prospectus covers the websites of the Data Controller, the contact through it, other contacts of 

the contracting authorities, and the management of the data of our customers related to the contract 

and accounting. 

In addition, the purpose of this prospectus is to provide Stakeholders with clear and concise 

information on: 

 

• the type of data that may come into our possession  

• how the data came into our possession, how we handle and protect it 

• the lawfulness of data processing (on what basis the data was received by us) 

• the time of data storage, (how long we handle and when we delete it) 

• the security of data storage 

• on the rights of those concerned (what rights you have in relation to the data we process) 

 

 

The Data Controller declares that it performs Data Management and Protection in accordance with 

the General Data Protection Regulation of the European Union (Regulation No. 2016/679 - “GDPR”) 

and the Hungarian Act on the Right to Information Self-Determination and Freedom of Information 

(Act CXII of 2011). 

 

The Data Controller acknowledges that the rules contained in this prospectus, which was established 

on the basis of the applicable legal regulations, are binding on it. 

 

The Data Controller publishes the data management information on its websites in the Data 

Management Information menu item of the given website. 

 

 

Website managed by the Data Controller:  

http://bareboatbudapest.hu/ 

 

 

The Data Controller reserves the right to change the prospectus at any time, but undertakes the task 

of publishing and making it public. 

  

http://bareboatbudapest.hu/


DATA MANAGER 

 

Name:     LIONS PRODUCTION KFT 

Address:    1055 Budapest Stollár Béla utca 18. 

E-mail:    contact@bareboatbudapest.hu 

Tax number :    26642990-2-41 

Registration number :   Cg. 01-09-336819  

 

 

ADATVÉDELMI TISZTVISELŐ 

The Data Controller will NOT engage in any activity that would require the employment of a Data 

Protection Officer. 

 

DEFINITIONS 

"Personal data" means any information relating to an identified or identifiable natural person ("data 

subject"); identifies a natural person who, directly or indirectly, in particular by an identifier such as 

name, number, location, online identifier or one or more factors relating to the natural person's 

physical, physiological, genetic, mental, economic, cultural or social identity identified; 

"Underage" means a person who has not reached the age of fourteen 

"Processing" means any operation or set of operations on personal data or files, whether automated 

or non-automated, such as collection, recording, systematisation, sorting, storage, transformation or 

alteration, retrieval, consultation, use, communication, transmission, distribution or other 

harmonization or interconnection, restriction, deletion or destruction; 

 

"Controller" means the natural or legal person, public authority, agency or any other body which alone 

or jointly with others determines the purposes and means of the processing of personal data; where 

the purposes and means of the processing are determined by Union or Member State law, the 

controller or the specific criteria for the designation of the controller may also be determined by 

Union or Member State law; 

 

"Processor" means any natural or legal person, public authority, agency or any other body which 

processes personal data on behalf of the controller; 

 

"Recipient" means a natural or legal person, public authority, agency or any other body to whom 

personal data are disclosed, whether a third party or not. Public authorities that may have access to 

personal data in the context of an individual investigation in accordance with Union or Member State 

law shall not be considered as recipients; the processing of such data by those public authorities must 

comply with the applicable data protection rules in accordance with the purposes of the processing; 

 



"Consent of the data subject" means a voluntary, specific and well-informed and unambiguous 

statement of the data subject's intention to indicate his or her consent to the processing of personal 

data concerning him or her by means of a statement or unambiguous statement of confirmation; 

 

"Data protection incident" means a breach of security which results in the accidental or unlawful 

destruction, loss, alteration, unauthorized disclosure of, or unauthorized access to, personal data 

which have been transmitted, stored or otherwise handled. 

 

"Website" or "websites" means the websites and press products operated by the Data Controller. 

 

WHAT DATA CAN BE OBTAINED TO US, FOR WHAT PURPOSE, ON WHICH LEGAL BASIS AND HOW 

LONG DO WE PROCESS THEM. 

 

The activity of LIONS PRODUCTION KFT is boat rental. When renting a boat, we record the details of 

the individuals and / or companies that chartered the boat. In the first step, we register our 

customers, during which we record their personal data with their voluntary consent. Data recording is 

essential for booking and renting a boat. If our registered customer does not consent to the 

processing of his personal data, we will not be able to fulfill our order. 

The purpose of data processing with the consent of the data subject is: provision of services, 

documentation of the adequacy of performance, proof of the conclusion of contracts and fulfillment 

of legal obligations (eg issuance of an invoice). Within the scope of mandatory data management, the 

Data Controller complies with its legal obligations regarding the processing of certain data required by 

law, for the period specified by law in relation to the range of data that is mandatory for the applicable 

legislation. The data controller is not responsible for the accuracy of the data provided. 

 

DATA MANAGEMENT - Whose data is managed by LIONS PRODUCTION Kft 

 

DATA OF EMPLOYEES 

Data managed: tax ID, social security number, name, address, place and time of birth, email, 

telephone number. 

Purpose of data management: mandatory elements of an employment contract. 

Legal basis for data processing: necessary for the performance of the contract (2016/679 (GDPR) 

Article 6 / § 1 b.) 

Duration of data management: 5 years after the termination of the employment contract (according 

to the law) 

 

SUBCONTRACTORS - DATA CONTAINED IN THE CONTRACT - CONTACT DETAILSKezelt adatok: név, cím,  

Place and time of birth, email, telephone number. 

 



Purpose of data management: mandatory elements of an employment contract. 

Legal basis for data processing: necessary for the performance of the contract (2016/679 (GDPR) 

Article 6 / § 1 b.) 

Duration of data management: 5 years after the termination of the employment contract (according 

to the law). 

 

SHIP CHARTER DETAILS 

 

The activity of LIONS PRODUCTION KFT is boat rental. During the rental, a reservation and a rental 

contract are made - we handle the data of the customers in connection with the performance of this 

activity, under contractual conditions. Data managed: tax ID, name, address, place and time of birth, 

Mother's name, email, telephone number. In case of a company, the public data of the company, the 

personal data of the contact person. The purpose of data management: contact and contract-critical 

data. Legal basis for data processing: necessary for the performance of the contract (2016/679 (GDPR) 

Article 6 / § 1 b.) Duration of data management: 5 years after the termination of orders and contracts 

(according to legal regulations). 

 

DATA STORED AND FOLLOWED IN CONNECTION WITH AN INQUIRY E-MAIL SENT TO AN E-MAIL 

ADDRESS, NOT CONNECTED WITH THE SERVICE, OR COMPLETING A CONTACT FORM OR TELEPHONE 

CONTACT 

 

Data processed: e-mail address, name, telephone number, if this was also communicated by the letter 

writer.The purpose of data management: contact. 

 

Legal basis for data processing: consent of the data subject. (2016/679 (GDPR) Article 6 / § 1 

a.)Duration of data processing: within 120 days of the closure of the case referred to in the request, it 

shall be reviewed and, in closed cases, deleted, unless the legitimate interest of the controller justifies 

further processing of personal data. 

 

OTHER DATA MANAGEMENT 

We provide information on data processing not listed in this prospectus at the time of data collection. 

Courts, prosecutors, investigating authorities, infringement authorities, administrative authorities, the 

National Data Protection and Freedom of Information Authority, or other bodies authorized by law 

may contact the Data Controller to provide information, disclose data, transfer documents or make 

documents available.  

Personal data shall be released to the authorities, provided that the authority has indicated the 

precise purpose and scope of the data, only to the extent and to the extent strictly necessary for the 

purpose of the request. 

 

MANAGING COOKIES 

PURPOSE OF THE COOKIES 



Cookies collect information about visitors and their devices; remember the individual settings of the 
visitors, which can be used e.g. when using online transactions so you don’t have to re-type them; 
facilitate the use of the website; provide a quality user experienceIn order to provide customized 
service, a small data packet, the so-called places a cookie and reads it back at a later visit.  
If the browser returns a previously saved cookie, the cookie service provider has the option to link the 
user's current visit to the previous ones, but only for their own content. 
 

REQUIRED SESSION COOKIES 
 
The purpose of these cookies is to allow visitors to fully and seamlessly browse the Data Manager's 
websites, use its functions and the services available there. These types of cookies last until the end of 
the session (browsing), and when you close the browser, these types of cookies are automatically 
deleted from your computer or other device used for browsing. 

 
 
THIRD PARTY COOKIES (ANALYSIS) 

The Data Manager also uses Google Analytics as a third party cookie on its websites.  
By using Google Analytics for statistical purposes, the Data Controller collects information about how 
visitors use the websites. The data is used to improve the website as well as the user experience. 
These cookies also remain on the visitor's computer or other browsing device, its browser until the 
visitor deletes them, or until they expire. 

 

LIST OF COOKIES ON THE DATA MANAGER'S WEBSITES 

Name 
         Provider Description 

Expiration 
time 

Type 

PHPSESID 
www.bareboatbudapest.hu 

 
The cookie is used 
to store settings 
related to the 
acceptance of 
cookies. 

1 year 
 

does not 
collect 
personal 
information 

_ga Google.com 

We use Google 
Analytics cookies 
to measure traffic 
to our website.  
A single text bar is 
saved to identify 
the browser, the 
interaction 
timestamp, and 
the browser / 
source page that 

2 years 

does not 
collect 
personal 
information 



led the user to our 
website. 

_gat_gtag Google.com 

We use Google 
Analytics cookies 
to measure traffic 
to our website.  
A single text bar is 
saved to identify 
the browser, the 
interaction 
timestamp, and 
the browser / 
source page that 
led the user to our 
website. 

2 years 

does not 
collect 
personal 
information 

_gid Google.com 

 
We use Google 
Analytics cookies 
to measure traffic 
to our website.  
A single text bar is 
saved to identify 
the browser, the 
interaction 
timestamp, and 
the browser / 
source page that 
led the user to our 
website. 

2 years 

does not 
collect 
personal 
information 

 

 

 

 

 

 

 

 

Description of data subjects' rights related to data management: Data subjects have the option to 

delete cookies in the Tools / Settings menu of browsers, usually under the settings of the Privacy 

menu item. 

Legal basis for data management: The consent of the Data Subject is not required if the sole purpose 

of the use of cookies is the transmission of communications via the electronic communications 

network or the provision of an information society service specifically requested by the subscriber or 

user. 



ABOUT THE GOOGLE ANALYTICS APPLICATION – COMPLETION 

 

 

The websites of LIONS PRODUCTION KFT use Google Analytics, a web analytics service provided by 

Google Inc. (“Google”). Google Analytics uses so-called "cookies", which are text files placed on your 

computer, to help the website analyze how users use the site.  

 

The information created by the cookie about the website used by the User is usually stored on a 

Google server in the USA. By activating IP anonymization on the Website, Google will shorten the 

User's IP address within the Member States of the European Union or in other States party to the 

Agreement on the European Economic Area. 

 

 

 

The full IP address will be transmitted to and truncated to Google's server in the U.S. only in 

exceptional cases. On behalf of the operator of this website, Google will use this information to 

evaluate how the user has used the website, to provide the website operator with reports on the 

website's activity and to provide additional services related to the use of the website and the internet. 

 

 

 

 

Google Analytics does not reconcile the IP address transmitted by the User's browser with other 

Google data. The User may prevent the storage of cookies by setting their browser properly, however, 

please note that in this case, not all functions of this website may be fully available. You may also 

prevent Google from collecting and processing your information about your use of the Website 

(including your IP address) by cookies by downloading and installing the browser plugin available at 

the following link. https://tools.google.com/dlpage/gaoptout?hl=hu 

 

 

 

 

WHO CAN ACCESS THE DATA MANAGED BY US? 

 

Depending on the service, your data can only be accessed by companies that declare that the Data 

Management and Protection is governed by the General Data Protection Regulation of the European 

Union (Regulation No. 2016/679 - “GDPR”) and the Hungarian Information Self-Determination and  

Freedom of Information Act (2011). Act CXII of 2006). 

 

 

 

Host 



RUFFNET Zrt – 2724 Újlengyel Határ street 12.  

data given to the host for handling 

term of the data handling: term of the contract 

endorsement of claim: obligation to fulfill tasks as due contract 

 

Cloud services:  

Dropbox.com 

data given to the host for handling 

term of the data handling: term of the contract 

endorsement of claim: obligation to fulfill tasks as due contract 

GDPR >>>> https://www.dropbox.com/security/GDPR 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

Accounting 

Axisdesign Kft. 1037 Budapest Vörösvári street 107. 

data given to the host for handling 

term of the data handling: term of the contract 

endorsement of claim: obligation to fulfill tasks as due contract 

GDPR >>>> https://www.dropbox.com/security/GDPR 

 

OUR CUSTOMERS 

LIONS PRODUCTION KFT’s round of activities includes boat rental. The round of customers may vary. 

Those involved - not limited to a certain status – recieve information from LIONS PRODUCTION Kft. 

before data transfer. 

 

RIGHTS OF THOSE INVOLVED 

 

ACCESS RIGHTS: 

You have the right to receive information from the behalf of the data operator regarding the processing 

of your data. If your data is being processed, you have the right to have access to the personal data and 

the information gained in the regulations. 

 

RECTIFICATION RIGHT: 

Without any delay, you have the right to demand from the data operator the rectification of your 

personal data that may have been unprecise. Considering the scope of data management, you have the 

right to gain access and to demand the correction of your unprecise personal data. 

 

DELETION RIGHT: 

Without any delay, you have the right to ask for your personal data to be deleted by the data operator. 

Following specific conditions, the data operator is obliged to delete your personal data on demand. 

 

RIGHT TO A FORGET NOTICE: 

If the data operator has made public a personal data, and he is obligated to delete it, taking in 

consideration the price of the technology needed, will proceed, taking the right steps to accomplish this 

task. This includes the technical tasks, in order to provide information to the data managers and have 

proof that you demanded to delete the links, or a copy of the links gathering your personal data. 



 

RIGHT TO LIMITING DATA MANAGEMENT: 

You have the right to limit data management on demand, if one of the following applies: 

 

- You contest that the data is not sufficiently precise. In this case, there is a suspention period in 
which the data managerchecks the accuracy of the data. 

- The data management is illicit, you contest the deletion of the data and demand to limit their 
usage 

- The data manager isn’t in need of the data any more, but you demand the data to advance, 
enforce and protect legal requirements 

- You objected against data management. In this case, the suspention period is valid until the 
data manager’s reasons are justified in contarst to your arguments. 

 

RIGHT TO DATA PORTABILITY 

You have a right to have access to your data which processed by the data manager in a well distributed, 

and readable electronic format. Also you have the right to forward this data to another data manager 

without any restriction from the behalf of the original data manager. 

 

RIGHT TO OBJECTION 

For any reason, You have the right to object against the way your personal data is being handled. This 

includes the already mentioned mandate regarding profile creation. 

 

 

OBJECTION IN CASE OF IMMEDIATE SOLICITATION 

If your personal data is used in the case of immediate solicitation, in any case, you have the right to 

obejct to the usage of your personal data, including the above mentioned profile creation, if it’s 

connected with the immediate solicitation. If you object against the usage of your personal data in case 

of immediate solicitation, then your personal data cannot be processed regarding this matter. 

 

 

AUTOMATED DECISION-MAKING REGARDING UNIQUE CASES, INCLUDING PROFILE CREATION 

You have the right to object the expansion of automated data managing including profile creating which 

would imply a legal effect. 

 

 

 

 



The above do not apply in the case of: 

 

- If the data is needed to sign a contract between you and the data manager. 
- If the decision is made by the data manager, who has the union or legislative legal right 

therefore the data manager can define your rights and can also can define his own legal 
protective rights. 

- If you firmly give consent. 
 

 

DEADLINE FOR DISPOSITION: 

Without any delay, the data manager is obliged to inform you of the dispositions made within 1 month 

after the arrival of the filed request. 

If it’s needed, it can be renewed with 2 additional months. In this case, the data manager is obliged to 

mark the reasons reagarding the deadline extension within 1 month after the arrival of the filed request. 

If the data manager does not make any arrangements concerning the filed request, he is obliged to give 

you a notice, listing the occuring reasons, within the above mentioned deadline. Furthermore, in this 

case the data manager is obliged to inform you, that you have the right to contact the authorities 

regarding this matter. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



SAFETY OF DATA MANAGING 

 

LIONS PRODUCTION KFT takes responsability and makes the necessary arrangements regarding the data 

security needed. Within this framework, it accepts and forms, also regularly supervises  

all of those technical tasks, organizational duties and procedural rules that ensures that the personal 

data treated and processed by it are in safely handled. It also does the best it can to stop the destruction, 

the unrightful usage or innappropriate alteration of personal data. It also ensures that the personal data 

will not get into the hands of unauthorized personnel, so it can’t be released in public, forwarded, 

altered or deleted. LIONS PRODUCTION KFT draws attention to all those implied forwarding approved 

personal data to take the precautionary measures needed regarding data management.  

 

In the light of all listed above, LIONS PRODUCTION KFT forms it’s information technological solutions in 

a way in which to secure exclusive access to those who have admittance to personal data. This also 

ensures a sfe way in which personal data cannot be modified, staying authentic. Within this system, it 

also secures password protection, activity logging and applies regular backup safety.  

 

LIONS PRODUCTION KFT follows innovative technical solutions at all times, and applies up to date 

technical, organizational solutions in relation to data security. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

PROVIDING INFORMATION ABOUT DATA PROTECTION INCIDENT TO THOSE WHO ARE INVOLVED: 

 

If the data protection incident has a high risk factor regarding a natural person’s legal personal and 

freedom rights, then the data manager must inform this person without any delay about the incident.  

The information provided must articulate clearly the nature of the data protection incident, it also has 

to include the name and address of the data management employee, the probable effects of the 

incident, the precautionary measures made by or planned by the data manager which may inculde 

measures designed to reduce the disadvantages of the incident. 

There is no need to inform the person involved if one of the following applies: 

Data manager applied the right measures regarding data protection, and data manager proceeded 

accordingly in regards to the data involved in the incident, paying particular attention to certain 

protective procedures, like data encyption. Data manager also followed steps that guarantee the fact 

that the person’s legal personal and freedom rights are not at high risk. In these cases, those involved 

should be informed through public display. 

If the data manager did not inform the person involved about the data protection incident, the 

authorities can still establish a high risk factor. In this case the authorities can order that the person 

should be inform about the incident. 

 

 

ANNOUNCING DATA PROTECTION INCIDENT TO THE AUTHORITIES 

 

The data manager is obliged to declare the data protection incident without any delay within 72 hours 

after the incident report. The data manager is obliged to report the incident due to article 55. to the 

authority responsible. The data manager may not report the data incident, if the incident does not 

threaten the legal personal and freedom rights of the person involved. If the data manager does not 

report the incident within 72 hours, the data manager is obliged to send a justification document, listing 

the reasons for the delay. 

 

 

PLEADING AND ANSWERING A REQUEST 

 

Please send your requests regarding your above listed rights in writing via email to 

contact@bareboatbudapest.hu  or via letter to LIONS PRODUCTION KFT 1055 Budapest Stollár Béla 

street 18. address. In the request please fill out the necessary information needed for your 

identification. If we have doubts regarding your identification or you don’t provide the necessary 

information needed, we have the authorization to ask for further information. 

 

mailto:contact@bareboatbudapest.hu


We will process your request within 1 month. If it’s needed, we are entitled to extend this deadline with 

2 additional months, providing a statements which enlists the reasons of the extention. 

 

We process and execute the valid requests free of charge. If the request is unfounded or exaggerated, 

we are empowered to charge a certain amount or to reject the request. 

 

We provide necessary information for those involved regarding data correction, deletion or limitation. 

The only exception countable is if the information transfer is impertinent or is in need of 

disproportioned efforts. We inform you on demand about the recipients who we inform/have already 

informed. 

 

 

HOW TO FILE A COMPLAINT 

You may file a complaint against the data manager about a possible infringement at the National Data 

Protection and Freedom of Information Authority. 

 

National Data Protection and Freedom of Information Authority 

1125 Budapest, Szilágyi Erzsébet fasor 22/C. 

Levelezési cím: 1530 Budapest, Postafiók: 5. 

Telefon: +36 -1-391-1400 

Fax: +36-1-391-1410 

E-mail: ugyfelszolgalat@naih.hu 

 

 

 

 

 

 

 

 

 

 

 

mailto:ugyfelszolgalat@naih.hu


LEGAL REFERENCES: 

 

We took in consideration of the following legal references while establishing the above information: 

Personal data protection regarding natural persons and free information flow, furthermore the 

countermand of the 95/46/EK decree (general data protection decree) the EUROPEAN PARLAMENT 

AND COUNCIL’s (EU) 2016/679’s decree (27 april 2016) 

decree CXII. 2011. – about informational self-determination rights and freedom of information 

(hereunder Infotv.) 

decree CVIII. 2011. – concerning electronic commercial services and and also questions about services 

provided regarding informational society (13/A. §-a) 

decree XLVII. 2008. – banning dishonest commercial services against the consumer  

decree XLVIII. 2008. – conditions and restrictions of economic commercial activity (6.§-a) 

decree XC. 2005. – about electronic freedom of informationdecree C. 2003. – law concerning 

electronic communication of information (155.§-a) 

16/2011. opinion about behaviour-based online commercial’s practice EASA/IAB-reference 

Referenece of the National Data Protection and Freedom of Information Authority regarding 

requirements of preliminary data protection information 

The European Parlament and Council (EU)’s 2016/679 decree (27 april 2016) about personal data 

protection regarding natural persons and free information flow, furthermore the countermand of the 

95/46/EK decree 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


